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Letter No :- BSEIDC/NIT/2246/2025(PART-I)-... 0 . = Dated- 90,/08/2025
Corrigendum No.-02

With reference to Notice Inviting Tender No.- 09/2025-26 through various newspaper P.R No. 008854 (B&C) 2025-26 and E-tendering website :- www.eproc2.bihar.gov.in/
www.bseidc.in.

In General Particulars Antivirus (Anexure- L,I1 & Sr no- 04) & Device Management System (Anexure/Sr No. — 1/05, 11/06 & 111/01) details specification read as :-

1. Anti Virus - UEFI Scanner (Scan the hidden partition and on-board flash chip for suspicious data or anomalies that would indicate a compromised system), Advanced Machine
Learning to detect malware, Brute Force Attack Protection, Endpoint Security Firewall, MS Office Document Protection (Word, Excel, Powerpoint etc.), Logs (Audit Logs, Web
Control, Device Control, Malware, Firewall etc.), Report generation from 150+ templates and generation of custom reports using 1000+ parameters, Remotely
Reboot/Shutdown/Logout Endpoints, RDP Plugin to remotely access Endpoints, Capable of detecting and remotely trigger Windows OS updates, SIEM Integration, Highest
detection capabilities as per AV comparatives report . Solution should be in Gartner's Leaders or at least in Challengers quadrant Solution should be in Champion in Canalys Global
Cybersecurity Leadership Matrix, Radicati’s 'Endpoint Security' Market Quadrant, Certified by third party testing org, like AV-Test, AVComparatives, SE Labs etc., ISO
27001:2022 & ISO 9001:2015 certified MAF and compliance along with certificates should be provided.

2. Device Mangement - The solution should provide capabilities to prevent users from using personal Google IDs, inbuilt/native Learning Management Solution/online Classroom
solutions without using third party Learning Management Solution/Classroom, inhouse/inbuilt/native collaboration productvitiy tools for Word processing without depending on
third party solution, inhouse/inbuilt/native online storage to allow students & teachers to securely share assignment without using a third party solution, inhouse/inbuilt online video
meeting tools for safer distance learning in events of natural calamities without depending on third party solutions, features such as data encryption, two-factor authentication
malware protection and safe browsing, inbuilt browsing protection and prevent users from bypassing safe browsing warnings & malware infected websites, capabilities to remotely
push files and folders, capabilities to send monthly report of inactive company owned devices to super administrators", to bookmark learning websites for easy access, extensible
REST APIs, Mobile Device reports, inbuilt/native capabilities to control the settings of LMS, Online meetings, online storage, word processing and Android The controls from
within the same console, both device and user management from a single console, enable to create user credentials for students and teachers on a single tenant, parents and teachers
to receive email summaries of the student's work and class activity on the device, teachers and students to upload, push, manage and educational content including but not limited
to documents, images, videos and spreadsheets, multiple students and teachers to work on the same document simultaneously in real-time ,students and teachers to use edit, view
and track changes on a document, simultaneously in real-time from different devices, users to collaborate via video call with each other while working on the same document
without downloading an external video conferencing application to the device, natively support for important education workflows such as streamlined assignment management,
grading, and teacher-student communication, have capabilities that prevent users from using personal email IDs on the devices, have education specific capabilities and privacy
featuresThe solution should enable admins to remotely allocate and manage storage usage and requirements for each user as part of the deployment, provide security insights and
analytics across devices, users and data accessed by users from the same console. MAF and demo of the device management features to be provided
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The other terms and conditions will remain unchanged. $
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